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Cautionary Note Regarding Forward-Looking Statements

This Annual Report on Form 10-K contains "forward-looking statements" within the meaning of the U.S. Private Securities Litigation Reform Act of
1995, which are subject to a number of risks and uncertainties. All statements other than statements of historical facts contained in this Annual Report on
Form 10-K, including statements regarding our future results of operations and financial position, our pending merger with ECI Telecom Group Ltd.,
anticipated restructuring and integration-related expenses, business strategy, plans and objectives of management for future operations and plans for future
product development and manufacturing are forward-looking statements. Without limiting the foregoing, the words "anticipates", "believes", "could",
"estimates", "expects", "intends", "may", "plans", "seeks" and other similar language, whether in the negative or affirmative, are intended to identify forward-
looking statements, although not all forward looking statements contain these identifying words. Forward-looking statements are based on our current
expectations and assumptions regarding our business, the economy and other future conditions. Because forward-looking statements relate to the future, they
are subject to inherent uncertainties, risks and changes in circumstances that are difficult to predict. These statements involve known and unknown risks,
uncertainties and other important factors that may cause our actual results, performance or achievements to be materially different from any future results,
performance or achievements expressed or implied by the forward-looking statements. We therefore caution you against relying on any of these forward-
looking statements. Important factors that could cause actual results to differ materially from those in these forward-looking statements are discussed in
Item 1A., "Risk Factors" of Part I and Items 7 and 7A., "Management's Discussion and Analysis of Financial Condition and Results of Operations" and
"Quantitative and Qualitative Disclosures About Market Risk," respectively, of Part II of this Annual Report on Form 10-K. Also, any forward-looking
statement made by us in this Annual Report on Form 10-K speaks only as of the date on which this Annual Report on Form 10-K was first filed. Factors or
events that could cause our actual results to differ may emerge from time to time, and it is not possible for us to predict all of them. We undertake no
obligation to publicly update any forward-looking statement, whether as a result of new information, future developments or otherwise, except as may be

required by law.
Presentation of Information

Effective October 27, 2017, we completed the merger (the "Merger") of Sonus Networks, Inc. ("Sonus"), GENBAND Holdings Company, GENBAND,
Inc. and GENBAND II, Inc. (collectively, "GENBAND").

non

Unless the context otherwise requires, references in this Annual Report on Form 10-K to "Ribbon," "Ribbon Communications," "Company," "we," "us"
and "our" and "the Company" refer to (i) Sonus Networks, Inc. and its subsidiaries prior to the Merger and (ii) Ribbon Communications Inc. and its

subsidiaries upon completion of the Merger, as applicable.
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GLOSSARY OF CERTAIN INDUSTRY TERMS
The industry terms defined below are used throughout this Annual Report on Form 10-K for the year ended December 31, 2019 (this “10-K>).

API (application programming interface): A set of subroutine definitions, protocols, and tools for building application software. In general terms, it is a
set of clearly defined methods of communication between various software components.

Big Data: The use of data analytics and/or predictive analytics to extract value from large data sets. Analysis of large data sets may expose new
correlations regarding business trends, infrastructure weaknesses and other related information.

CPaaS (Communications Platform as a Service): A cloud-based delivery model that allows organizations to add real-time communication capabilities
such as voice, video and messaging to business applications by deploying application program interfaces.

CPU (central processing unit): The electronic circuitry within a computer that carries out the instructions of a computer program by performing the basic
arithmetic, logical, control and input/output operations specified by the instructions.

Diameter: A next generation industry-standard protocol used to exchange authentication, authorization and accounting information in LTE and IMS
networks.

DSC (diameter signaling controller): A device that helps communications service providers overcome Diameter signaling performance, scalability and
interoperability challenges in LTE and IMS networks.

DSP (digital signal processing): The use of digital processing, such as by computers or more specialized digital signal processors, to perform a wide
variety of signal processing operations. The signals processed in this manner are a sequence of numbers that represent samples of a continuous variable in

a domain such as time, space, or frequency.

Edge: Appliances and/or software implemented on business customer premises that provide communications security and other capabilities for voice and
data packet functions.

Edge Routing: Appliances and/or software implemented on business customer premises that provides routing of data packet functions.

GPU (graphical processing unit): An advanced electronic circuit designed to rapidly manipulate and alter memory to accelerate the creation of images in
a frame buffer intended for output to a display device.

IMS (IP multimedia [sub]system): An architectural framework for delivering IP multimedia services.

IP (Internet Protocol): A set of rules governing the format of data sent over the Internet or other network.

IP-PBX: SIP-based PBX.

ISP: Internet service provider.

LTE (long term evolution): A standard for high-speed wireless communication for mobile devices and data terminals for smooth and efficient transition
toward more advanced leading-edge technologies to increase the capacity and speed of wireless data networks. Often used to refer to wireless broadband
or mobile network technologies.

MPLS (multiprotocol label switching): A data or packet routing technique in telecommunications networks that directs data from one node to the next
based on short path labels rather than long network addresses, thereby avoiding complex lookups in a routing table and speeding traffic flows. MPLS can
encapsulate packets of various network protocols, which is the rationale for the "multiprotocol” reference on its name.

MSO (multi-system operator): An operator of multiple cable or direct-broadcast satellite television systems.

NFYV (network function virtualization): A network architecture concept that uses the technologies of IT virtualization to virtualize entire classes of
network node functions into building blocks that may connect, or chain together, to create communication services.

4
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OTT (Over-the-Top): A media distribution practice that allows a streaming content provider to sell audio, video, and other media services directly to the
consumer over the internet via streaming media as a standalone product, bypassing telecommunications, cable or broadcast television service providers
that traditionally act as a controller or distributor of such content.

PBX (private branch exchange): A telephone system within an enterprise that switches calls between enterprise users on local lines while allowing all
users to share a certain number of external phone lines.

PLMN (public land mobile network): A network that is established and operated by an administration or by a recognized operating agency for the specific
purpose of providing land mobile telecommunications services to the public.

PSTN (public switched telephone network): The aggregate of the world's circuit-switched telephone networks that are operated by national, regional, or
local telephony operators, providing infrastructure and services for public telecommunication.

RTC (real-time communications): A term used to refer to live telecommunications that occur without transmission delays. RTC is nearly instant with
minimal latency, data and messages are not stored between transmission and reception and is generally a peer-to-peer interconnectivity, rather than
broadcasting or multicasting, transmission.

SBC (session border controller): A device regularly deployed in VoIP networks to exert control over the signaling and the media streams involved in
setting up, conducting, and tearing down telephone calls or other interactive media communications.

SDK: Software development Kkit.
SDN (software-defined networking): Technology that enables directly programmable network control for applications and network services, decoupling
network control and forwarding functions from physical hardware such as routers and switches to create a more manageable and dynamic network

infrastructure.

SD-WAN (software-defined - wide area network): SD-WAN is a specific application of software-defined networking (SDN) technology applied to WAN
connections such as broadband internet, 4G, LTE or MPLS. It connects enterprise networks including branch offices and data centers over large
geographic distances.

Service Provider: A provider of telecommunications services to enterprises and consumers. Service Providers typically own and operate complex
telecommunications networks.

SIP (session initiation protocol): A communications protocol for signaling and controlling multimedia communication sessions in applications of Internet
telephony for voice and video calls, in private IP telephone systems, as well as in instant messaging over IP networks.

SMB: Small-medium business.

SMS (short message service): A text messaging service component of most telephone, World Wide Web, and mobile device systems, using standardized
communication protocols to enable mobile devices to exchange short text messages.

SOHO: Small office and home office.

STaaS (SIP Trunking as a Service): A VoIP technology and streaming media service based on SIP by which Internet telephony service providers deliver
telephone services and UC to customers equipped with IP-PBX and UC facilities.

TDM (time-division multiplexing): A method of putting multiple data streams in a single signal by separating the signal into many segments, each having
a very short duration. Each individual data stream is reassembled at the receiving end based on the timing.

UC (unified communications): A business term describing the integration of enterprise communication services such as instant messaging (chat),
presence information, voice (including IP telephony), mobility features (including extension mobility and single number reach), audio, web & video
conferencing, fixed-mobile convergence, desktop sharing, data
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sharing (including web connected electronic interactive whiteboards), call control and speech recognition with non-real-time communication services
such as unified messaging (integrated voicemail, e-mail, SMS and fax).

UCaasS (unified communications as a service): The provision of business communications and phone system (PBX) services along with collaboration
tools such as screen sharing and conferencing via a cloud-based pricing and delivery model.

VAR (value added reseller): A company that adds features or services to an existing product, then resells it (usually to end-users) as an integrated product
or complete turn-key solution.

VNF (virtual network function): Responsible for handling specific network functions that run in one or more virtual machines on top of the appliance
networking infrastructure, which can include routers, switches, servers, cloud computing systems and more.

VoIP (Voice over Internet Protocol): A methodology and group of technologies for the delivery of voice communications and multimedia sessions over IP
networks, such as the Internet.

VOLTE (Voice over LTE): A standard for high-speed wireless communication for mobile phones and data terminals over a 4G LTE access network, rather
than 2G or 3G connections.

Web-Scale: Historically, the term was associated with the massive cloud architectures developed by Facebook, Google and Amazon. The term has since
evolved to reflect a company's adoption of private, efficient and scalable cloud environments that support flexibility, resiliency and on-demand
infrastructure.
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PART1

Item 1. Business
Overview

We are a leading provider of next generation ("NextGen") software solutions to telecommunications, wireless and cable service providers and enterprises
across industry verticals. With over 1,000 customers around the globe, including some of the largest telecommunications service providers and enterprises in
the world, we enable service providers and enterprises to modernize their communications networks through software and provide secure RTC solutions to
their customers and employees. By securing and enabling reliable and scalable IP networks, we help service providers and enterprises adopt the next
generation of software-based virtualized and cloud communications technologies for service providers to drive new, incremental revenue, while protecting
their existing revenue streams. Our software solutions provide a secure way for our customers to connect and leverage multivendor, multiprotocol
communications systems and applications across their networks and the cloud, around the world and in a rapidly changing ecosystem of IP-enabled devices,
such as smartphones and tablets. In addition, our software solutions secure cloud-based delivery of UC solutions - both for service providers transforming to a
cloud-based network and for enterprises using cloud-based UC. We sell our software solutions through both direct sales and indirect channels globally,
leveraging the assistance of resellers, and we provide ongoing support to our customers through a global services team with experience in design, deployment
and maintenance of some of the world's largest software IP networks.

We completed our acquisition of the business and technology assets of Anova Data, Inc. ("Anova"), a private company headquartered in Westford,
Massachusetts, that provides advanced analytics solutions, in February 2019 (the "Anova Acquisition"). We believe that the Anova Acquisition reinforces and
extends our strategy to expand into network optimization, security and data monetization via big data analytics and machine learning.

We completed our acquisition of Edgewater Networks, Inc. ("Edgewater"), a market leader in Network Edge Orchestration for the distributed enterprise and
UC market, in August 2018 (the "Edgewater Acquisition"), making us a software market leader in enterprise Session Border Controllers and allowing us to
extend Edgewater software solutions internationally while expanding our cloud offerings and entering the SD-WAN market.

We completed our Merger with GENBAND, a global leader in NextGen software-enabled real-time communications solutions, in October 2017. Because of
the Merger, we believe we improved our position to enable network transformations to IP and to cloud-based networks for service providers and enterprise
customers worldwide, with a broader and deeper sales footprint, increased ability to invest in growth, more efficient and effective research and development,
and a comprehensive RTC product offering.

Industry Background

Traditional TDM-based voice and data solutions are being supplanted by alternative NextGen IP-based networks and RTC software applications are being
offered from the cloud in conjunction with the network and enterprise edge. Given this shift, today’s telecommunications service providers and enterprises are
faced with two separate but related challenges: how to upgrade their aging and costly communications infrastructure, and how to implement new and
innovative NextGen software, IP and cloud-based communications capabilities. Service providers in particular must address these challenges while at the
same time responding to competition in the form of new web-scale communication providers, such as Microsoft Corp., Google LLC and Amazon.com, Inc.

To address these challenges, service providers and enterprises are modernizing their communications networks, network functions and communications
applications from legacy environments to new environments using NextGen IP software, NFV, the cloud and the edge to take advantage of the many benefits
that these technologies offer with an end goal of providing better and more productive communications experiences for their customers and employees.

Telecommunications Service Providers: Network Modernization

One of the most significant capital costs for telecommunications service providers has been and continues to be their infrastructure. In order to leverage past
capital investments and deliver existing and new services, service providers must consolidate their infrastructure from costly, legacy infrastructures, such as
the PSTN and the PLMN, into more efficient and flexible IP- and software-based network models, which are capable of driving revenue growth. Migrating

from the PSTN to IP reduces real estate, power and operating costs. IP software networks allow the consolidation of voice, video and data within a
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single IP-based networking infrastructure over broadband and wireless access and enables new communications services, such as SIP Trunking and Hosted
UCs. Similarly, modernizing mobile networks to the IMS-based 4G LTE and VoLTE networks enables mobile service providers to offer better and more
efficient mobile communications experiences to end users. As consumers and businesses continue to demand more engaging and productive communications,
we believe network modernization is and will continue to be essential to service providers’ ability to compete effectively in the market for
telecommunications services. As such, key market drivers include:

Modernization of Networks to IP

Communication trends have been shifting for the past several years. What was once an industry built on voice communications from central office switches
and PBXs on the enterprise premise is now being replaced by the use of social networks, OTT service providers, mobile applications, and hosted service
providers. Consumers are increasingly turning to OTT applications (i.e., WhatsApp, Apple’s Facetime and iMessaging, or Amazon’s Alexa). This shift has
created an enhanced experience for consumers, heightened expectations for future products and services, and expanded related addressable markets.

Network modernization to IP NextGen software-based systems enables service providers to add modern communications service offerings that blend
traditional voice messaging capabilities with contemporary features, such as video messaging, visual voicemail, mobile messaging and e-mail integration, and
an accelerated time-to-market for differentiated messaging services. Network infrastructures are also undergoing a transformation to IP and the cloud,
migrating from hardware-centric appliances to software solutions for voice interconnect and wide area networking.

Enterprises, large and small, are re-architecting business processes and undergoing a digital transformation, building their own virtualized software solutions
in the cloud or moving their IT applications entirely to public cloud applications, and adding RTC and collaboration to their customer service solutions. These
new offerings improve customer service and create an e-commerce experience that blends online applications with the in-store environment, creating a
seamless experience for customers.

As aresult of these evolving communications environments, the complexity of network operations is also increasing significantly, requiring sophisticated
NextGen software solutions based on machine learning and analytics to provide reliable network operations.

Secure Real-time Communications

The evolution by telecommunications service providers to IP NextGen software-based RTC exposes them to new security threats, as the “walled” protection
offered by their voice network infrastructures no longer exists with SIP and data-based networks. With SIP-based systems, RTC applications such as voice,
video and messaging become data applications, and without appropriate security measures in place, these networks are left open to security breaches and
hacks. Additionally, the move to SIP has seen an increase in fraud in service provider networks in the form of robo-dialing and toll fraud schemes.

Given these threats, there is a need for sophisticated software security solutions to protect IP-based communications networks. Service providers have relied
upon the software capabilities of SBCs, which are deployed within their networks and are designed to provide robust security as well as simplify
interoperability, routing and other functions as a protection measure. By its nature, the SBC controlling software is application-aware and therefore can
provide sophisticated data to software-based analytics platforms to detect and thwart security breaches. In conjunction with SBCs, big data analytics and
machine learning solutions can enforce a network-wide security perimeter. We believe securing networks against threats is most effective when secure
software solutions are deployed within networks into existing RTC investments and combined with network-wide approaches for secure RTC.

Edge Orchestration

As service providers deliver hosted and cloud UC services to enterprises, they need to be able to provide those services to the enterprise via the internet and
IP infrastructure and must do so with service assurance, security and reliability in a cost-effective manner. Hybrid cloud and edge orchestration software
offerings enable service providers to manage enterprise edge devices remotely from their cloud or network and provide the service in a cost-effective and
reliable manner. Such solutions minimize service downtime and expensive visits to enterprise customer sites via truck rolls to work on the edge devices on the
enterprise customer premise.
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Network Function Virtualization

In addition to shifting from traditional TDM-based voice and data networks to secure IP NextGen software networks, telecommunications service providers
are increasingly moving toward NFV in order to offer new services quickly to their customers, reduce costs and compete with Web-Scale companies. NFV

provides a new way to design, deploy and manage networking services by decoupling network software functions from proprietary appliances so they may

run in software. This transformation enables better use of network infrastructure, creates agility, delivers rapid and elastic scaling, and enables faster time to
market. Software-enabled VNFs can be deployed on generic computing platforms, hosted in private and public clouds, located in data centers, within other

network elements or on computer platforms on end user premises.

Cloud and “as a Service” Models

As software communications applications are deployed in the cloud, telecommunications service providers gain the ability to offer a new class of business
models commonly referred to “as a Service” solutions, including CPaaS, UCaa$S and STaa$, all of which have the capability to disrupt traditional Service
Provider models.

Enterprises: Network Modernization and Digital Transformation

Today’s enterprises, including multi-national corporations, SMBs and government institutions, are undergoing not only a network modernization but also a
digital business transformation. The focus is shifting from person-to-person communications to contextual collaboration and omni-channel customer
experiences. Within this context, enterprises need a secure, scalable and innovative NextGen software alternative to proprietary PBX and UC products. As
part of their digital transformation, enterprises have adopted the cloud, open interfaces, mobile, Big Data, and analytics. Seeing the advantages and cost
savings from the cloud, enterprises are migrating their communications solutions to this same environment, thereby enabling connections between business
processes, communications, and collaboration.

Network Modernization

Enterprises undergoing network modernization are focused on moving from TDM-based PBXs to SIP trunking and NextGen UC software and collaboration
systems while ensuring interoperability during the transformation process. In addition, enterprises in certain industries will often be subject to specific
requirements or standards before a network transformation is completed. For example, governments may require Joint Interoperability Test Command
("JITC") certification for secure deployments, and healthcare providers may need to achieve Health Insurance Portability and Accountability Act ("HIPAA")
certification.

When modernizing a network with software, the ability to interwork modern applications, such as Microsoft’s Skype for Business and Teams, with legacy
analog endpoints on premises becomes essential. Additionally, software capabilities of SBCs are vital in providing interworking and survivability options.
SBCs play a crucial role in securing the modern network and for NextGen UC software, which is a top priority for any enterprise. Edge SBC software devices
can also play an important role in providing SD-WAN and Edge Routing capabilities for small and distributed enterprises. Due to the growing open nature of
communications environments in the enterprise, the complexity of network operations is also increasing significantly, requiring sophisticated software
solutions based on machine learning and analytics to provide reliable network operations.

Digital Transformation

Successful enterprises today are focused on innovating their core product offerings and building a strategic advantage to reach and empower their customers.
As technologies evolve and new mobile applications and connected devices proliferate, enterprises must adapt and innovate their communications solutions to
create a “connected” experience anywhere, anytime, on any device. As part of this process, businesses are increasingly deploying “as a Service” offerings
from the cloud (from either a service provider or a web-scale provider). UCaaS and CPaaS create a single software communications platform that changes the
way enterprises deliver services and interact with customers. CPaa$S software enables enterprises to quickly build applications that tie real time
communications and their social channels to their business processes while UCaaS software delivers the underlying UC capabilities to ensure end users have
the features and functionality required to enable reliable and scalable end-to-end communications.
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Our Solutions, Products and Services
Ribbon Solutions

Ribbon provides secure NextGen RTC software-enabled appliances and cloud solutions for service providers and enterprises. Ribbon's software
communications solutions are widely deployed at over 1,000 customers globally; provide high scale, reliability and performance; and are deployable from the
public, private and hybrid cloud, in-network or on the enterprise premise and edge. As of December 31, 2019, our software solutions, which are a
combination of our software products and services, for service providers and enterprises included the following:

Service Provider
Solutions

Enterprise
Solutions

= Fixed Network Transformation
= Mobile Network Evolution
= Secure Network Interconnects

= Unified Communications (UC)
u Analytics and UC Security

= SessionManagement

= PBX IP Migration

= Federal Government

= Managed Intelligent Edge
= Analytics and Communications Security

= Cloud Communications Services L
u Cloud Communications

= |ntelligent Ecdge and SD-WAN

Ribbon service provider software solutions enable fixed and wireless service providers, cable providers (or MSOs), ISPs and interconnect service providers to
modernize their networks, quickly capitalize on growing market segments and introduce differentiating products, applications and services for their business
and consumer customers. Ribbon's service provider software solutions include fixed network transformation, wireless network evolution (mobility), secure
network interconnects, managed intelligent edge services, cloud communications as a service, and communications analytics and security solutions, enabling
secure and innovative business and consumer communications services offerings. Ribbon software solutions help service providers connect people to each
other wherever they happen to be, addressing the growing demands of today’s businesses and consumers for secure RTC.

Ribbon's enterprise software solutions allow enterprises to securely connect to SIP trunks and modernize their unified and cloud communications networks.
Modernization solutions range from Intelligent Edge, legacy Nortel PBX evolution, securing UC and contact centers, migrating to Microsoft Skype for
Business and Teams with Direct Routing, and providing session management, security and cloud communications software solutions to enable highly
productive communications experiences for employees and customers using the web, mobile and fixed endpoints. Ribbon provides secure communications
software solutions for the federal government vertical and has JITC certified solutions. Ribbon also provides RTC software solutions to other industry
verticals, including higher education, finance and healthcare. Ribbon has significant experience and expertise in securing SIP communications with a
portfolio of SBC software solutions and has deployed thousands of SBC software installations across different industry verticals. Our Intelligent Edge
software solutions secure and simplify UC deployments and enable SD-WAN and Edge Routing for small and distributed enterprises. Our Microsoft Skype
for Business and Teams software solutions secure those communications environments and assist in the migration of enterprise customers to those
environments. Our analytics solutions provide better network visibility, security and customer behavior insights.

Ribbon Products

Ribbon software products enable service providers to take new services to market quickly and with scale and carrier class reliability, allowing such providers
to compete effectively in the marketplace, and enable enterprises to make their employee and customer engagement experiences richer and more productive.

Ribbon’s software product lines enabling network transformation, mobile network evolution and interconnect solutions include

10
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Ribbon's call session controllers, media gateways, signaling, policy and routing software and a market leading portfolio of SBCs intelligent edge software
products, all of which are mechanisms through which operators and enterprises deploy our secure RTC software solutions. Ribbon’s NextGen UC software
solutions are enabled by the Ribbon Application Server, Client and Intelligent Messaging products, and are a software platform for business and residential
multimedia communications across fixed, mobile, cable, and enterprise markets. Our software product portfolio facilitates the securing of SIP-based UC
sessions in the enterprise core and edge networks, and the migration of legacy PBX-based enterprise communications networks (such as the Nortel PBX
installed base) across different market verticals. Our software product portfolio includes element management and network management software to enable
customers to configure, monitor and manage the solutions they purchase from us.

The software product portfolio also includes native mobile client products that allow service providers to enable Wi-Fi and LTE calling services for their
subscribers without the considerable cost of investing in, implementing and maintaining, a full VoLTE IMS network.

The Ribbon Analytics portfolio consists of Operations, Security and Monetization applications for services assurance, security and subscriber growth. With
our big data Protect analytics platform and pre-packaged features, we provide detailed insights into network, service traffic and customer behavior.

The Company's Cloud Communications “as a Service” portfolio, which includes CPaaS, UCaaS and STaaS offerings, is based on Kandy Cloud, which is a
cloud-based RTC software platform that enables service providers, independent software vendors, systems integrators and enterprises to rapidly create and
deploy high value embedded communications services for their customers. Utilizing Ribbon's communications technology, which is offered as a part of a
white-label solution service, service providers may connect their networks to Kandy Cloud CPaaS via SIP trunks and APIs. The Kandy Cloud software
platform provides APIs and SDKs for developers to build embedded communications applications. Kandy Cloud helps service providers grow revenue with
quick to deploy, pre-packaged applications called Kandy Wrappers. Kandy Wrappers are fully functional software applications that can be delivered
standalone or inserted into an enterprise website or into an enterprise application to endow it with embedded RTC capabilities. Kandy Cloud also delivers a
suite of UCaaS solutions, such as Cloud PBX, Cloud Contact Center and Cloud Collaboration.

Ribbon Global Services

Our global services organization is responsible for all aspects of implementation and support of our solutions and products. Key portfolio components include
solution and business consulting, system integration, deployment, and managed care services. Our technical support group provides constant support to keep
customers' software operating at peak performance. Support services include managing software updates, appliance maintenance, appliance spare services and

managed spares programs, and emergency assistance during disaster recovery.

With a local presence in over twenty countries on five continents, Ribbon Global Services provides both a U.S. presence and a global presence with complete
coverage to help drive our customers’ success.

The Ribbon Global Services team provides our customers with the following:
A full-service portfolio including deployment and integration, testing and verification, migration, operational support, monitoring and managed services;
End-to-end project management and accountability via highly experienced program managers who follow a consistent, disciplined methodology;

Knowledgeable and experienced technical resources with in-depth skills and expertise on IP communications software solutions and network
modernization;

Consistent execution in the design, deployment and support of the world's largest and most advanced software networks; and
Award winning, around-the-clock technical support services with dedicated technical support centers around the globe, including the United States,

Canada, Mexico, United Kingdom, Spain, Germany, Czech Republic, Australia, Japan, Malaysia, Taiwan, China (Hong Kong) and India.
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Our Strategy

Ribbon is a leader in enabling network modernization through NextGen software and we plan to continue to invest in our software solutions platform
approach to increase our global reach and scale. We aim to enable service providers and enterprises to significantly expand their software-enabled RTC
environments to provide better, more agile end customer experiences that contain their operational and capital expenditure costs. By doing so, we believe we
will sustain our industry-leading position and succeed in our market. Our customers are key to the success of our business and our business model is focused
on aligning with our customers through direct engagement, service and support as well as through our channel partners. This model allows us to target our
sales and research and software development efforts based on the needs of our customers and we believe it is critical to our success.

Key elements of Ribbon’s strategy include:

Selectively Invest in our Core Software Products and Selutions. In order to service our customers and support their key priorities and growth, we must
strategically invest in research and development. We are committed to balancing our research and software development investments between existing
software products and solutions and new growth-oriented product initiatives. During 2019, we continued to shift our investment efforts, resulting in greater
than 95% of our research and development investment directed at software. In addition, we are focused on investing in products and solutions that will be
profitable. We intend to continue to sunset certain less significant product offerings that are not aligned with our strategic direction and are not meaningful
contributors to our profitability. We believe this will allow us to more effectively and efficiently deploy capital to our growth areas. Through targeted research
and software development investments in core software products and solutions that will align with our strategy for growth, we are committed to helping our
customers migrate their networks to software and virtualized and private or public cloud environments.

Build on Growing our Customer Footprint and Global Reach. Ribbon has over 1,000 customers globally, in all of the major regions with many of the
largest telecommunications service providers and enterprises in the world. This footprint allows us to sell additional software products and services from the
Ribbon portfolio to that deployed base of existing customers and provides us with the opportunity to sell new software products and services to that customer
base. We also continue to look for opportunities to expand our portfolio footprint and global reach to further diversify our customer base.
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Disciplined Expansion into New Markets and New Solutions for Growth. We believe that a disciplined approach to targeting new markets is critical to
growing our business. As such, we have taken actions to expand our software portfolio and offerings to our customers. We have expanded our investments in
the enterprise market and have increased our revenue from enterprise customers. We are investing in growth initiatives focused on cloud communications and
RTC security both for service providers and enterprises. Similarly, given our significant experience with securing IP network borders in the core and the edge
with our SBC software, and the increasing importance of security in today’s networks and communications, we are working on expanding our role in securing
RTC with new software portfolio offerings.

Selectively Pursue Strategic Relationships, Alliances and Acquisitions. The ecosystem in which we operate is continually evolving and expanding.
Accordingly, we continue to pursue strategic relationships, alliances and acquisitions that align our
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business with our customers’ strategic goals and objectives as well as our own strategic goals for further extending our footprint, reach, scale and growth in
the business.

Competitive Differentiation

In addition to our scale and global presence, we believe there are several factors that set us apart and allow us to compete effectively with comparable peers in
terms of scope, size and scale.

Installed Base. Ribbon has a large, global deployed base from our Nortel-, Sonus- and GENBAND-heritage-branded software products, including
softswitches and media gateways in global service provider and enterprise networks supporting over 30 million switched access lines. These products are
highly integrated into our customers’ network environments and require specialized tools and intellectual property from Ribbon to consolidate and modernize
those environments to newer IP software-based services with optimal capital expenditure investments. Similarly, our large, global deployed base of SBCs at
service providers' networks and in enterprises offers Ribbon a unique platform for upgrading and cross-selling software products into that installed base.

Strong Technology in Virtualization. Ribbon has extensive network virtualization software products and technology as part of our overall portfolio and has
deployed these pure software products to help our customers in the modernization of their networks to software-based virtualization, enabling the use of the
private or public cloud. We believe we are the clear market leader in SBC virtualized software products, and a significant portion of our overall portfolio has
software and virtualized offerings that can co-exist with appliance-based software products.

Security Experience and Technology. Our SBC and edge software, deployments and expertise are market leading. Ribbon has been in the SBC software
market for over fifteen years, yielding us a strong advantage from which to launch additional security offerings into the market. We believe our SBC software
products are unmatched in the market on reliability, performance and functionality at scale.

Media Processing, Transcoding and Signaling Technology Expertise. We have extensive experience in deploying mobile VoLTE and fixed network
software solutions. Our voice media transcoding software technology that is supported by CPU, GPU or DSP options is industry leading. Our mobile network
evolution software solutions are deployed in large-scale 4G VoLTE networks supporting over 350 million subscribers in total.

Intellectual Property

Intellectual property is fundamental to our business and our success, and we depend upon our ability to develop, maintain and protect our technology. We
have defended, and intend to vigorously defend when necessary, our intellectual property from infringement. Therefore, we seek to safeguard our investments
in technology and rely on a combination of United States and foreign patent, trademark, trade secret and copyright law and contractual restrictions to protect
the proprietary aspects of our technology and to defend us against claims from others. Our general policy has been to seek to patent those patentable
inventions that we plan to incorporate in our products or that we expect will be valuable otherwise. We have a program to file applications for and obtain
patents, copyrights and trademarks in the United States and in specific foreign countries where we believe filing for such protection is appropriate.

As of December 31, 2019, we held patents and had pending patent applications both in the United States and abroad as follows: in the name of Ribbon
Communications Operating Company, Inc., 248 United States patents with expiration dates ranging from February 2020 through December 2037, 31 patent
applications pending in the United States, 50 foreign patents with expiration dates ranging from May 2020 through April 2030, and eight patent applications
pending abroad; in the name of GENBAND US LLC, 325 United States patents with expiration dates ranging from February 2020 through October 2037, 59
patent applications pending in the United States, 229 foreign patents with expiration dates ranging from January 2020 through July 2035 and 50 patent
applications pending abroad; in the name of Ribbon Communications Securities Corp., 27 United States patents with expiration dates ranging from November
2028 through March 2034, two patent applications pending in the United States and two foreign patent applications pending abroad; and in the name of
Edgewater Networks, Inc., six United States patents with expiration dates ranging from October 2022 through March 2035 and six patent applications
pending in the United States.

Furthermore, as of December 31, 2019, we had 41 registered trademarks in the United States, as follows: 15 in the name of GENBAND US LLC, including
GENBAND, GENBAND with design, G9, G9 with design, KANDY and BUSINESSCALL; 16 in the name of Ribbon Communications Operating Company,
Inc., including SONUS, the SONUS logo, RIBBON, the Ribbon logo, RIBBON PROTECT and NETSCORE; one in the name of Network Equipment
Technologies, Inc., for
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PROMINA,; four in the name of Quintum Technologies, LLC, including TENOR; four in the name of Ribbon Communications Securities Corp.; and five in
the name of Edgewater Networks, Inc., including Edgewater and Edgeview. We also had one pending trademark application in the United States in the name
of Ribbon Communications Operating Company, Inc., for RIBBON PROTECT, as of December 31, 2019.

In December 2019, Ribbon Communications Securities Corp. changed its name to GENBAND Inc., GENBAND US LLC merged with and into Ribbon
Communications Operating Company, Inc., and Quintum Technologies, LLC was dissolved. We either plan to or are in the process of recording (i) the name
change from Ribbon Communications Securities Corp. to GENBAND Inc.; (ii) the assignment of patents and copyrights from GENBAND US LLC to
Ribbon Communications Operating Company, Inc.; and (iii) the assignment of patents and copyrights from Quintum Technologies, LLC to Ribbon
Communications Operating Company, Inc.

In addition to the protections described above, we seek to safeguard our intellectual property by:

Employing measures to safeguard against the unauthorized use or disclosure of the source and object code for our software, documentation and other
written materials, and seeking protection of such materials under copyright and trade secret laws;

Licensing our software pursuant to signed license agreements, which impose restrictions on others' ability to use our software; and

Seeking to limit disclosure of our intellectual property by requiring employees and consultants with access to our proprietary information to execute
confidentiality agreements.

We have incorporated third-party licensed technology into certain of our current products. From time to time, we may be required to license additional
technology from third parties to develop new products or to enhance existing products. Based on experience and standard industry practice, we believe that
licenses to use third-party technology generally can be obtained on commercially reasonable terms. Nonetheless, there can be no assurance that necessary
third-party licenses will be available or continue to be available to us on commercially reasonable terms. As a result, the inability to maintain, license or re-
license any third-party licenses required in our current products, or to obtain any new third-party licenses to develop new products and enhance existing
products could require us to obtain substitute technology of lower quality or performance standards or at greater cost. This could delay or prevent us from
making these products or enhancements, any of which could seriously harm our business, financial condition and operating results.

Please see generally the risks that are discussed in Item 1A. “Risk Factors” for risks related to our intellectual property.
Our Customers

We have over 1,000 customers globally. Our customers are located around the world in over 50 countries and include many of the leading global
telecommunications service providers and enterprises. We have continually served many of our largest customers for well over 30 years. Service providers
use our products to provide secure software-enabled RTC for the service providers (in the case of interconnects), enterprises and consumers they serve.
Enterprises use our products to provide software-enabled RTC for their employees (including remote workers) as well as provide secure communications
networks for their customer-facing components, such as contact centers.

Our global service provider customers include fixed-line, wireless, cable, internet and interconnect service providers. Our enterprise customers include
businesses of all sizes, ranging from SOHO, SMB, and large and distributed enterprises across various industry verticals with a concentration in the federal
government, healthcare and education sectors. We sell to customers via a direct sales team as well as through indirect channels that include VARs, system
integrators and service providers. Independent software vendors also partner with Ribbon to source our software solutions and market them through their
sales channels.

In the year ended December 31, 2019, Verizon Communications Inc. ("Verizon") and AT&T Inc. ("AT&T") accounted for approximately 17% and 12% of our
revenue, respectively. In both the years ended December 31, 2018 and 2017, approximately 17% of our revenue was derived from sales to Verizon. Both
Verizon and AT&T are service providers that offer interconnect, fixed line and mobile communications services. For both Verizon and AT&T, our software
solutions are sold across their respective business divisions supporting their large enterprises, SMB and consumer telecommunications and cable-related
offerings. Our top five customers represented approximately 40% of our revenue in the year ended December 31, 2019,
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38% of our revenue in the year ended December 31, 2018 and approximately 41% of our revenue in the year ended December 31, 2017.
Competitive Conditions

Competition in the telecommunications market remains fierce. The market is shifting from a market dominated by a few large telecommunications legacy
hardware equipment companies, such as Ericsson LM Telephone Company, Huawei Technologies Co. Ltd., and Nokia Corporation, to a market that is
characterized by software, including network virtualization, migration to the cloud, and open interfaces. We believe this shift creates opportunities for us as
well as our direct competitors in telecommunications and networking, including:

Network transformation: Mid-size vendors of networking and telecommunications equipment and specialty vendors, including AudioCodes Ltd., Mavenir
Systems, Inc., Metaswitch Networks Corporation, Oracle Corporation (Session Border Controller) and ADTRAN, Inc.;

Enterprise and cloud solutions: Microsoft, 8x8, Inc., Avaya Inc., Bandwidth Inc., Cisco Inc. (with Broadsoft, Inc.), Mitel Networks Corporation (with
ShoreTel, Inc.), Plivo Inc., RingCentral, Inc., Twilio Inc., Telestax Inc., Fuze, Inc., Genesys and Vonage Holdings Corp. (with Nexmo, Inc. and Tokbox Inc.);
and

Security and analytics: Securel.ogix Corporation, RedShift Networks Corporation, Empirix Inc. and Oracle Corporation.

Other smaller private and public companies are also focusing on similar market opportunities. Mergers among any of the above companies or other
competitors, as well as additional competitors with significant financial resources entering our markets, could further intensify competition. Mergers between
service providers may also increase competition, as these reduce the number of customers and channels for products and solutions.

To compete effectively, we must deliver innovative software solutions that provide extremely high reliability and quality; deploy and scale easily and
efficiently; interoperate with existing network infrastructures and multivendor solutions; provide effective network management; are accompanied by
comprehensive customer support and professional services; provide a cost-effective and space-efficient solution for enterprises and service providers; meet
price competition from low cost equipment providers; and offer solutions that are timely for the market and support where the industry is heading.

Although we believe we compete favorably because our software solutions are widely deployed, highly scalable and cost-effective for our customers, some of
our competitors include products in their portfolios that we do not provide and may be able to devote greater resources to the development, promotion, sale
and support of their products. In addition, some of our competitors have more extensive customer bases and broader customer relationships than we have,
including relationships with our potential customers and established relationships with distribution partners.

Please see generally the risks that are discussed in Item 1A, "Risk Factors" for risks related to our customers and the competitive landscape in which we
operate.

Sales and Marketing

We sell our software products, solutions and services to our customers with a direct internal sales force and also indirectly via channels and partnerships
globally, leveraging the assistance of service provider channels and VARs such as Verizon Communications Inc. and distributors such as Westcon Group Inc.,
Ingram Micro Inc., BlackBox Corporation and Arrow S3. Our channel partner programs are designed to serve particular markets and provide our customers
with opportunities to purchase our products in combination with related services and products. For example, Ribbon is a Microsoft Gold Communications
Partner and helps enterprises optimize Skype for Business and Teams deployments by securing those communications.

As a primary supplier of software solutions to Tier 1 service providers (a service provider that can reach every other network on the Internet without
purchasing IP transit), we require a strong worldwide presence. We have an established sales presence throughout North America, Europe, Asia/Pacific, the
Middle East, Africa and Central/South America. We also have a dedicated direct sales team focused on the enterprise, industry verticals and federal
government sector in the United States.

Our marketing team is focused on promoting company brand awareness, increasing our software solutions, product, technology and services differentiation
and awareness via webinars, company web sites, advertising and digital outreach, as well as generating qualified sales leads. We promote thought leadership

on technology and our solutions within the industry by

15



Table of Contents

participating in and speaking at industry events and conferences and via social network campaigns and blogs. Our marketing team also provides briefings to
industry analysts on a regular basis and at major industry events, communicates with the media in connection with noteworthy public announcements.

Please see generally the risks that are discussed in Item 1A. "Risk Factors" for risks related to our sales strategy.
Manufacturing

A number of our software products are deployed on appliances. Where our products contain an appliance element, we utilize contract manufacturers to source
and assemble these components. Our contract manufacturers provide comprehensive manufacturing services, including assembly and testing of our products
and procurement of component materials on our behalf. We believe that outsourcing the manufacturing of any necessary appliance enables us to preserve
working capital, allows for greater flexibility in meeting changes in demand and enables us to be more responsive in delivering diverse product offerings to
our customers. As of December 31, 2019, we outsourced the manufacturing of our appliance products to four manufacturers, two upon which we primarily
rely. We and our contract manufacturers purchase several key components of our appliance products, including commercial digital signal processors, from
single or limited sources. We purchase these components on a purchase order basis.

Our purchases of direct materials and components for manufacture were approximately $70 million in 2019 and $75 million in 2018. Going forward, we
expect our overall trend of a reduction in direct material purchases to continue as the software richness within our products increases while the remaining
appliance content declines.

Please see generally the risks that are discussed in Item 1A. “Risk Factors” for risks related to our manufacturing operations and use of contract
manufacturers.

Research and Development

We believe that strong software product development capabilities are essential to our strategy of enhancing our core technology, developing additional
security and network modernization features and maintaining comprehensive software and service offerings. Our research and development process leverages
innovative technology in response to market data and customer feedback. As part of this process, we regularly review research and software development
investments in our products and balance them against market demand.

We have assembled a team of highly skilled engineers with significant transcoding, UC application and networking industry experience. Our engineers have
deep experience in software design and development. Our engineering effort is focused on Edge, NextGen UC, NFV, security and cloud-based architecture
software product development.

As of December 31, 2019, we maintained research and development offices in the United States, Canada, India and the United Kingdom.
Seasonality

We have experienced quarterly fluctuations in customer activity due to seasonal considerations. We typically experience increases in order volume in the
fourth quarter due to greater spending on operating and capital expenditures by our service provider customers. We typically experience reductions in order
volume toward the beginning of the calendar year, when our service provider customers are finalizing their annual budgets, which may result in lower
revenue in the first quarter. These typical seasonal effects may vary. Accordingly, they should not be considered a reliable indicator of our future operating
results.

Backlog

We sell products and services pursuant to purchase orders issued under master agreements that provide standard terms and conditions that govern the general
commercial terms and conditions of the sale. These agreements typically do not obligate customers to purchase any minimum or guaranteed quantities, nor do
they generally require upfront cash deposits. At any given time, we have orders for products that have not yet been shipped and for services (including our
customer support obligations) that have not yet been performed. We also have orders relating to products that have been delivered and services that have been
performed but have not yet been accepted by the customer under the applicable purchase terms. We include both of these situations in our calculation of
backlog.
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A backlogged order may not result in revenue in the quarter in which it was booked, and the actual revenue recognized in a quarter may not equal the total
amount of related backlog. In addition, although we believe that the backlog orders are firm, purchase orders may be canceled by the customer prior to
shipment without significant penalty. Therefore, we do not believe that our backlog, as of any particular date, is necessarily indicative of actual revenue for
any future period.

We have begun to derive, and expect to continue to derive, a greater percentage of our revenue from the enterprise market and through sales channels where
speed of fulfillment is essential to winning business. Consequently, we expect to earn a lower relative percentage of our total business from large service
provider orders that are delivered over multiple quarters and years and that our backlog going forward will diminish both as a comparable metric to prior
periods and as a relative percentage of total revenue (both service provider and enterprise). Our backlog was approximately $323 million at December 31,
2019 and approximately $340 million at December 31, 2018.

Our Employees

At December 31, 2019, we had a total of 2,209 employees, comprised of 1,289 employees located in the Americas, 234 employees located in the Middle East,
Africa and Europe and 686 employees located in the Asia Pacific region. Certain of our employees are represented by collective bargaining agreements,
primarily in Europe. We believe our relationships with our employees are good.

Segment Information

We operate in a single segment. Operating segments are identified as components of an enterprise about which separate discrete financial information is
available for evaluation by the chief operating decision maker in making decisions regarding resource allocation and assessing performance. To date, our
chief operating decision maker has made such decisions and assessed performance at the company level, as one segment. Our current chief operating decision
makers are our Interim Co-Presidents and Chief Executive Officers.

Pending Merger

On November 14, 2019, we entered into an Agreement and Plan Merger (the "ECI Merger Agreement") with Eclipse Communications Ltd., an indirect
wholly-owned subsidiary of the Company ("Merger Sub"), Ribbon Communications Israel Ltd., ECI Telecom Group Ltd. ("ECI") and ECI Holding
(Hungary) kft, pursuant to which Merger Sub will merge with and into ECI, with ECI surviving such merger as a wholly-owned subsidiary of the Company
(the "ECI Merger").

Our Board of Directors (the "Board") unanimously approved the ECI Merger Agreement and the transactions contemplated thereby. We held a stockholder
meeting on January 27, 2020 (the “Special Meeting”), at which stockholders approved an issuance of 32.5 million shares of our common stock (the “ECI
Stock Consideration”) as partial consideration in the ECI Merger.

As provided in the ECI Merger Agreement, at the time of the closing, all equity securities of ECI issued and outstanding immediately prior to the closing will
be converted into the right to receive consideration consisting of $324 million in cash (the "ECI Cash Consideration") and the ECI Stock Consideration, less
the amount of indebtedness of ECI. ECI equityholders will also receive approximately $31 million from ECI's sale of real estate assets. We intend to fund the
ECI Cash Consideration with proceeds from a new $500 million credit facility that we expect to enter into with Citizens Bank, N.A. and Santander Bank,
N.A., as joint lead arrangers and bookrunners, in connection with the closing of the ECI Merger (the “2020 Credit Facility”). The 2020 Credit Facility
consists of a $400 million term loan, which will be used in part to fund the merger, and a $100 million revolver that is projected to be undrawn at closing. The
2020 Credit Facility will retire our existing credit facility. Immediately following the closing, it is expected that the former holders of ECI will own
approximately 23% of our outstanding common shares. The ECI Merger is expected to close in the first quarter of 2020, subject to regulatory approvals and
customary closing conditions.

Our Company History

We were organized as a Delaware corporation on May 19, 2017, initially under the name Solstice Sapphire Investments, Inc., for the purpose of effecting the
merger of Sonus and GENBAND. The Merger occurred on October 27, 2017. Upon completion of the Merger, Sonus and GENBAND became wholly-owned
subsidiaries of Solstice Sapphire Investments, Inc., which concurrently changed its name to Sonus Networks, Inc. On November 28, 2017, Sonus Networks,
Inc. changed its name to Ribbon Communications Inc. Ribbon succeeded to and continues to operate, directly or indirectly, the then existing businesses of
Sonus and GENBAND.
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Additional Information

Our annual reports on Form 10-K, quarterly reports on Form 10-Q, current reports on Form 8-K and amendments to those reports filed with or furnished to
the United States Securities and Exchange Commission (the “SEC”), are available free of charge through the SEC's Internet site (http://www.sec.gov) or our
Internet site (http://www.ribboncommunications.com) as soon as reasonably practicable after we electronically file such material with, or furnish it to, the
SEC. Information contained on, or that can be accessed through, our website does not constitute a part of this annual report and is not incorporated by
reference herein.

Item 1A. Risk Factors

Our business faces significant risks and uncertainties. Certain important factors may have a material adverse effect on our business prospects, financial
condition and results of operations, and they should be carefully considered. Accordingly, in evaluating our business, we encourage you to consider the
following discussion of risk factors in its entirety in addition to other information contained in or incorporated by reference into this Annual Report on Form
10-K and our other public filings with the Securities and Exchange Commission (“SEC”). Other events that we do not currently anticipate or that we
currently deem immaterial may also affect our business, prospects, financial condition and results of operations.

Risks Related to the Proposed ECI Telecom Group Ltd. Merger
Completion of the pending ECI Merger is subject to conditions and may not be consummated on the terms or timeline currently contemplated, if at all.

On November 14, 2019, we entered into the ECI Merger Agreement with ECI and ECI Holding (Hungary) kft, among others, pursuant to which Merger Sub
will merge with and into ECI, with ECI surviving such merger as a wholly-owned subsidiary of Ribbon. Our obligations to complete the ECI Merger are
subject to the satisfaction or waiver of certain conditions, including (i) the approval of the ECI Merger by ECI’s shareholders and the approval of the issuance
of our common stock as partial consideration in the ECI Merger by our stockholders, (ii) the receipt of all required antitrust and foreign investment approvals
and clearances, and (iii) the absence of any injunctions being entered into or law being adopted that would make the ECI Merger illegal.

The failure to satisfy all of the required conditions could delay the completion of the ECI Merger by a significant period of time or prevent the ECI Merger
from occurring. Any delay in completing the ECI Merger could cause us to not realize some or all of the benefits that we expect to achieve if the ECI Merger
is successfully completed within the expected time frame, cause us to incur unexpected costs, and adversely impact our business.

We have incurred, and will continue to incur, significant costs, expenses and fees for professional services and other transaction costs in connection with the
proposed ECI Merger, and these fees and costs are payable by us regardless of whether the ECI Merger is consummated. Management has also spent
significant time and resources working on the ECI Merger. If the ECI Merger Agreement is terminated under certain circumstances specified in the ECI
Merger Agreement, we may be required to pay ECI a termination fee of $19,500,000 if all conditions to the ECI Merger are satisfied and the Company fails to
consummate the ECI Merger due to a failure to obtain debt financing to support payment of the cash portion of the ECI Merger consideration. Additionally,
we may be required to pay ECI a termination fee of $13,625,000 and expense reimbursement up to $2,275,000 if ECI terminates the ECI Merger Agreement
due to a change in the recommendation of, or failure to affirm the recommendation by, our Board of Directors or following the termination of the ECI Merger
Agreement in certain circumstances if we enter into a definitive agreement in respect of another acquisition proposal (or consummate such a transaction).

Although our stockholders have approved the Share Issuance, the equityholders of ECI have approved the ECI Merger and the U.S. Federal Trade
Commission granted early termination of the applicable waiting period under the Hart-Scott-Rodino Antitrust Improvements Act of 1976, as amended, there
can be no assurance that the other conditions to closing the ECI Merger will be satisfied or waived, including one outstanding regulatory approval. For these
and other reasons, the ECI Merger may not be completed on the terms or timeline contemplated, if at all.

Combining Ribbon and ECI may be more difficult, costly or time-consuming than expected and the anticipated benefits and cost savings of the pending
ECI Merger may not be realized.
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We are operating and, until the completion of the ECI Merger, will continue to operate independently of ECI. The success of the ECI Merger, including
anticipated benefits and cost savings, will depend, in part, on our ability to successfully combine and integrate the businesses. It is possible that the pendency
of the ECI Merger and/or the integration process could result in the loss of key employees, higher than expected costs, diversion of management attention, the
disruption of our ongoing businesses or inconsistencies in standards, controls, procedures and policies that adversely affect the combined company’s ability to
maintain relationships with customers, vendors and employees or to achieve the anticipated benefits and cost savings of the ECI Merger.

We have incurred and will incur additional transaction fees, including legal, regulatory and other costs associated with closing the transaction, as well as
expenses relating to formulating and implementing integration plans, including facilities and systems consolidation costs and employment-related costs. We
continue to assess the magnitude of these costs, and additional unanticipated costs may be incurred in the ECI Merger and the integration of the two
companies’ businesses. While we expect that the elimination of duplicative costs as well as the realization of other efficiencies related to the integration of the
businesses should allow us to offset integration-related costs over time, this net benefit may not be achieved in the near term or at all. As part of the
integration process, we may also attempt to divest certain assets of the combined company, which may not be possible on favorable terms, or at all, or if
successful, may change the profile of the combined company. If we experience difficulties with the integration process, the anticipated benefits of the ECI
Merger may not be realized fully or at all, or may take longer to realize than anticipated. The actual cost savings of the ECI Merger could be less than
expected.

The announcement and pendency of the ECI Merger may adversely affect our business, financial condition and results of operations.

Uncertainty about the effect of the pending ECI Merger on our employees, clients, and other parties may have an adverse effect on our business, financial
condition and results of operation regardless of whether the ECI Merger is completed. These risks to our business include the following, all of which may be
exacerbated by a delay in the completion of the ECI Merger: (i) the impairment of our ability to attract, retain, and motivate our employees, including key
personnel; (ii) the diversion of significant management time and resources from day-to-day operations towards the completion of the pending ECI Merger;
(iii) difficulties maintaining relationships with clients, suppliers, and other business partners; (iv) delays or deferments of certain business decisions by our
clients, suppliers, and other business partners; (v) the inability to pursue alternative business opportunities, engage in certain financing transactions or make
appropriate changes to our business; (vi) litigation relating to the pending ECI Merger and the costs related thereto; and (vii) the incurrence of significant
costs, expenses, and fees for professional services and other transaction costs in connection with the pending ECI Merger.

Risks Related to our Business and Industry

Our quarterly revenue and operating results are unpredictable and may fluctuate significantly from quarter to quarter, which could adversely affect our
business, results of operations and the trading price of our common stock.

Our revenue and operating results may vary significantly from quarter to quarter due to a number of factors, many of which are outside of our control and any
of which may cause our stock price to fluctuate. The primary factors that may affect our revenue and operating results include, but are not limited to, the
following:

»  consolidation within the telecommunications industry, including acquisitions of or by our customers;

»  general economic conditions in our markets, both domestic and international, as well as the level of discretionary IT spending;

*  competitive conditions in our markets, including the effects of new entrants, consolidation, technological innovation and substantial price
discounting;

*  fluctuation in demand for our products and services, and the timing and size of customer orders;

*  fluctuations in foreign exchange rates;

» cancellation or deferral of existing customer orders or the renegotiation of existing contractual commitments;

*  mix of product configurations sold;

» length and variability of the sales cycle for our products;

+  application of complex revenue recognition accounting rules to our customer arrangements;

* timing of revenue recognition;

»  changes in our pricing policies, the pricing policies of our competitors and the prices of the components of our products;

»  market acceptance of new products, product enhancements and services that we offer;

» the quality and level of our execution of our business strategy and operating plan, and the effectiveness of our sales and marketing programs;
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*  new product announcements, introductions and enhancements by us or our competitors, which could result in deferrals of customer orders;

*  our ability to develop, introduce, ship and successfully deliver new products and product enhancements that meet customer requirements in a timely
manner;

*  our reliance on contract manufacturers for the production and shipment of our appliance products;

*  our or our contract manufacturers' ability to obtain sufficient supplies of sole or limited source components or materials;

*  our ability to attain and maintain production volumes and quality levels for our products;

«  variability and unpredictability in the rate of growth in the markets in which we compete;

*  costs related to mergers, acquisitions and divestitures; and

*  corporate restructurings.

Equipment purchases by communications service providers and enterprises continue to be unpredictable. As with other telecommunications product suppliers,
we typically recognize a portion of our revenue in a given quarter from sales booked and shipped in the last weeks of that quarter. As a result, delays in
customer orders may result in delays in shipments and recognition of revenue beyond the end of a given quarter. Additionally, we rely on the revenue
provided by certain large customers. It can be difficult for us to predict the timing of receipt of major customer orders, and we are unable to control their
timing decisions. In the past, we have experienced significant variability in the spending patterns and purchasing practices of our large customers on a
quarterly and annual basis, and we expect that this variability will continue. Consequently, our quarterly operating results are difficult to predict, even in the
short term, and a delay in an anticipated sale past the end of a particular quarter may negatively impact our results of operations for that quarter, or in some
cases, that year. Therefore, we believe that quarter-to-quarter comparisons of our operating results are not a good indication of our future performance. If our
revenue or operating results fall below the expectations of investors or securities analysts or below any guidance we may provide to the market, the price of
our common stock could decline substantially. Such a stock price decline could also occur even if we meet our publicly stated revenue and/or earnings
guidance.

A significant portion of our operating expenses is fixed in the short term. If revenue for a particular quarter is below expectations, we may not be able to
reduce costs and expenses proportionally for that quarter. Any such revenue shortfall would, therefore, have a significant effect on our operating results for
that quarter.

We have incurred net losses and may incur additional net losses.

We incurred net losses in fiscal years 2019, 2018 and 2017. We may incur additional net losses in future quarters and years. Our revenue may not grow, and
we may never generate sufficient revenue to sustain profitability. Any failure by us to achieve, sustain or increase profitability on a consistent basis could
cause the value of our common stock to decline.

If we fail to compete successfully against telecommunications equipment and networking companies, our ability to increase our revenue and achieve
profitability will be impaired.

Competition in the telecommunications market is intense. The market is shifting from a market dominated by a few large incumbent telecommunications
equipment companies, such as Ericsson LM Telephone Company, Huawei Technologies Co. Ltd. and Nokia Corporation, to a market with competitors that
are characterized by network virtualization, migration to the cloud, and open interfaces. We believe this shift creates opportunities for us, as well as our direct
competitors in telecommunications and networking, including:

»  Within the network transformation space, mid-size vendors of networking and telecommunications equipment and specialty vendors, including
AudioCodes Ltd., Dialogic Inc., Mavenir Systems, Inc., Metaswitch Networks Ltd., Oracle Corporation (Session Border Controller), and ADTRAN,
Inc.;

»  Within the enterprise and cloud solutions space, 8x8, Inc., Avaya Inc., Bandwidth Inc., Cisco Inc. (with Broadsoft, Inc.), Mitel Networks Corporation
(with ShoreTel, Inc.), Plivo Inc., RingCentral, Inc., Twilio Inc., Telestax Inc., Fuze, Inc., Genesys and Vonage Holdings Corp. (with Nexmo, Inc. and
Tokbox Inc.); and

»  Within the audio and video security and analytics space, SecureLogix Corporation, RedShift Networks Corporation, Empirix Inc. and Oracle
Corporation.

Mergers among any of these or other competitors could strengthen their ability to compete against us, and additional competitors with significant financial
resources entering our markets could further intensify competition.

Many of our current and potential competitors have significantly greater selling and marketing, technical, manufacturing, financial and other resources than
we have. Further, some of our competitors sell significant amounts of other products to our
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current and prospective customers and have the ability to offer lower prices to win business. Our competitors' broad product portfolios, coupled with already
existing relationships, may cause our customers to buy our competitors' products or harm our ability to attract new customers.

To compete effectively, we must deliver innovative products that:

«  provide extremely high reliability and quality;

* deploy and scale easily and efficiently;

« interoperate with existing network infrastructures and multivendor solutions;

«  provide effective network management;

« are accompanied by comprehensive customer support and professional services;

»  provide a cost-effective and space-efficient solution for enterprises and service providers;
*  meet price competition from low cost equipment providers; and

»  offer solutions that are timely for the market and support where the industry is heading.

If we are unable to compete successfully against our current and future competitors, we could experience price reductions, order cancellations and loss of
customers and revenue, and our operating results could be adversely affected.

We will not be successful if we do not grow our customer base or if we are unable to generate recurring business from our existing customers.

We rely on certain key customers, and our future success will depend on our ability to generate recurring business from our existing customers and to attract
additional customers beyond our current customer base. One customer, Verizon Communications Inc., contributed approximately 17% of our revenue in each
of the years ended December 31, 2019, 2018 and 2017. In addition, AT&T Inc., contributed 12% of our revenue in 2019. Our top five customers contributed
approximately 40% of our revenue in 2019, approximately 38% of our revenue in 2018 and approximately 41% of our revenue in 2017. Factors that may
affect our ability to grow our customer base include but are not limited to the following:

* economic conditions that discourage potential new customers from making the capital investments required to adopt new technologies;

* deterioration in the general financial condition of service providers and enterprises, or their ability to raise capital or access lending sources;
* new product introductions by our competitors; and

«  the success of our channel partner program.

Due to the nature of certain of our product offerings, the per-order revenue from orders placed by the majority of our new customers is generally lower than
the per-order revenue generated from our historical customer orders. If we are unable to expand our customer base, we will be forced to rely on generating
recurring revenue from existing customers, which may not be successful. We expect that, for the foreseeable future, the majority of our revenue will continue
to depend on sales of our products to a limited number of existing customers or sales to customers with lower per-order revenue than those generated from
our historical sales. Factors that may affect our ability to generate recurring revenue from our existing customers include but are not limited to the following:

*  customer willingness to implement our products;

*  pricing pressures due to the commoditization of our products;

+  the timing of industry transitions to new network technologies;

* acquisitions of or by our customers;

* delays or difficulties that we may incur in completing the development and introduction of our planned products or product enhancements;

+ failure of our products to perform as expected; and

» difficulties we may incur in meeting customers' delivery requirements or with software development, appliance design, manufacturing or marketing
of our products and/or services.

The loss of any significant customer, or any substantial reduction in purchase orders or deferral of purchasing decisions from these customers, could
materially adversely affect our results of operations and financial condition.

Third parties may terminate or alter existing contracts or relationships with us.
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Third parties, including customers, suppliers, vendors, landlords, licensors and other business partners, with whom we have relationships, may terminate or
otherwise reduce the scope of their relationship with us. Any such disruptions could cause us to suffer a loss of potential future revenue and/or lose rights that
are material to our business.

Consolidation in the telecommunications industry could harm our business.
The telecommunications industry, including many of our customers, has experienced consolidation, including, in the carrier space:

« the pending merger between T-Mobile US, Inc. and Sprint Corporation (anticipated to close in early 2020);
» the acquisition of Blue Face Ltd. by Comcast Corporation in January 2020;

» the active network sharing partnership between Vodafone Group Plc and Telecom Italia Group in July 2019;
* the acquisition of Hawaiian Telecom, Inc. by Cincinnati Bell Inc. in July 2018;

« the acquisition of Level 3 Communications Inc. by CenturyLink Inc. in November 2017; and

» the acquisition of XO Communications, LL.C by Verizon Communications Inc. in February 2017.

Further, consolidation has occurred in the vendor space, including:

« the closing of a strategic partnership between RingCentral, Inc. and Avaya Holdings Corp. in October 2019;
« the acquisition of Spoken Communications Inc. by Avaya Holdings Corp. in March 2018;

» the acquisition of Broadsoft, Inc. by Cisco Systems, Inc. in February 2018; and

* the acquisition of ShoreTel Inc. by Mitel Networks Corporation in September 2017.

We expect this trend to continue. Consolidation among our customers may cause delays or reductions in capital expenditure plans by such customers and/or
increased competitive pricing pressures as the number of available customers declines and the relative bargaining power of customers increases in relation to
suppliers. Any of these factors could materially adversely affect our business.

Restructuring activities could adversely affect our ability to execute our business strategy.

We recorded net restructuring expense of $42.8 million in the aggregate in 2019, 2018 and 2017, comprised of $35.3 million for severance and related costs
and $7.5 million related to facilities, including $3.7 million for accelerated amortization of lease assets. We expect to record nominal, if any, additional
restructuring expense in 2020 in connection with our current initiatives. However, we may record additional restructuring expense in the future in connection
with new restructuring initiatives, if any.

Our current restructuring and any future restructuring, should it become necessary for us to continue to restructure our business due to worldwide market
conditions or other factors that reduce the demand for our products and services, could adversely affect our ability to execute our business strategy in a
number of ways, including through:

* loss of key employees;

+ diversion of management's attention from normal daily operations of the business;

*  diminished ability to respond to customer requirements related to both products and services;

*  decrease in cash and profits related to severance payments and facility termination costs;

+ disruption of our engineering and manufacturing processes, which could adversely affect our ability to introduce new products and to deliver
products both on a timely basis and in accordance with the highest quality standards; and/or

»  reduced ability to execute effectively internal administrative processes, including the implementation of key information technology programs.

There can be no assurance that any restructuring actions we have taken in the past, or may take in the future, will improve our financial condition or results of
operations.

We are exposed to the credit risk of some of our customers and to credit exposures in fragile financial markets, which could result in material losses.

Due to our reliance on significant customers, we are dependent on the continued financial strength of our customers. If one or more of our significant
customers experience financial difficulties, it could result in uncollectable accounts receivable and our loss of significant customers and anticipated revenue.

Most of our sales are on an open credit basis, with typical payment terms of 30 to 90 days. We evaluate and monitor individual customer payment capability
in granting such open credit arrangements, seeking to limit such open credit to amounts we
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believe our customers can pay and maintain reserves that we believe are adequate to cover exposure to doubtful accounts. However, there can be no assurance
that our open credit customers will pay the amounts they owe to us or that the reserves we maintain will be adequate to cover such credit exposure. Our sales
derived through our distributors, in particular, represent sources of increased credit risk as distributors tend to have more limited financial resources than other
resellers and end-user customers.

Our customers' failure to pay and/or our failure to maintain sufficient reserves could have a material adverse effect on our results of operations and financial
condition. Additionally, in the event that turmoil in the credit markets makes it more difficult for some customers to obtain financing, those customers' ability
to pay could be adversely impacted, which in turn could have a material adverse impact on our business, results of operations and financial condition.

Disruptions to, or our failure to effectively develop relationships with and manage, distributors, resellers, system integrators and other channel partners,
and the processes and procedures that support them, could adversely affect our ability to generate revenue from the sale of our products and services.

We continue to enhance our sales strategy, which we expect will include more partner sales engagements to resell our products and services through
authorized distributors, VARSs, system integrators and other channel partners. Our future success is dependent upon establishing and maintaining successful
relationships with a variety of distributors, VARs, system integrators and other channel partners. We may also need to pursue strategic partnerships with
vendors that have broader technology or product offerings in order to compete with end-to-end solution providers. In addition, many of the enterprise markets
we are pursuing require a broad network of resale partners in order to achieve effective distribution.

Many of our distribution and channel partners sell competitive products and services, and the loss of, or reduction in sales by, these partners could materially
reduce our revenue. Our sales through channel partners typically involve the use of our products as components of a larger solution being implemented by
systems integrators. In these instances, the purchase and sale of our products are dependent on the channel partners, who typically control the timing,
prioritization and implementation of projects. Project delays, changes in priority or solution re-design decisions by the systems integrator can adversely affect
our product sales. If we fail to maintain relationships with our distribution, VAR and systems integration partners, fail to develop new relationships with other
partners in new markets, fail to manage, train or provide incentives to our existing partners effectively, or if these partners are not successful in their sales
efforts, sales of our products and services may decrease and our operating results could suffer. Moreover, if we do not have adequate personnel, experience
and resources to manage the relationships with our partners and to fulfill our responsibilities under such arrangements, any such shortcomings could have a
material adverse impact on our business and results of operations.

In addition, we recognize some of our revenue based on a drop-ship model using information provided by our partners. If those partners provide us with
inaccurate or untimely information, the amount or timing of our revenue could be adversely affected. We may also be impacted by financial failure of our
partners, which could result in our inability to collect accounts receivable in full, and thereby materially adversely affect our results of operations and
financial condition.

If our strategic plan, including our research and development of innovative new products and the improvement of existing products, is not aligned with
our customers’ investments in the evolution of their networks, or if our products and services do not meet customers’ demands, customers may not buy
our products or use our services.

Success in our industry requires large investments in technology and creates exposure to rapid technological and market changes. We spend a significant
amount of time, money and resources both developing new technology, products and solutions and acquiring new businesses or business assets. Our strategic
plan includes a significant shift in our investments from mature technologies that previously generated significant revenue for us toward certain next-
generation technologies, as well as working with channel partners to sell our products. Our choices of specific technologies to pursue, and those to de-
emphasize, may prove to be inconsistent with our customers' investment spending. Moreover, if we invest in the development of technologies, products and
solutions that do not function as expected, are not adopted by the industry, are not ready in time, are not accepted by our customers as quickly as anticipated
or at all, mature more quickly than we anticipated or are not successful in the marketplace, our sales and earnings may suffer and, as a result, our stock price
could decline.

In order for us to be successful, our technologies, products and solutions must be accepted by relevant standardization bodies and by the industry as a whole.
To achieve market acceptance for our products, we must effectively anticipate, and adapt in a timely manner to, customer requirements and offer products and
services that meet changing customer demands. Prospective customers may require product features and capabilities that our current products do not have.
The introduction of new or enhanced products also requires that we carefully manage the transition from older products in order to minimize disruption in
customer ordering patterns and ensure that adequate supplies of new products can be delivered to meet anticipated customer
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demand. If we fail to develop products and offer services that satisfy customer requirements or if we fail to effectively manage the transition from older
products, our ability to create or increase demand for our products and services could be seriously harmed, we may lose current and prospective customers
and our results of operations and financial condition could be materially adversely affected.

If our products do not interoperate with our customers' existing networks, we may not retain current customers or attract new customers.

Many of our customers will require that our products be designed to interface with their existing networks, each of which may have different specifications.
Issues caused by an unanticipated lack of interoperability may result in significant warranty, support and repair costs, divert the attention of our engineering
personnel from our appliance and software development efforts and cause significant customer relations problems. If our products do not interoperate with
those of our customers' networks, installations could be delayed or orders for our products could be canceled, which would seriously harm our gross margins
and result in loss of revenue or customers.

We believe the telecommunications industry is in the early stages of a major architectural shift to the virtualization of networks. If the architectural shift
does not occur, if it does not occur at the pace we predict, or if the products and services we have developed are not attractive to our customers after such
shift takes place, our revenue could decline.

We believe the telecommunications industry is in the early stages of transitioning to the virtualization of networks, and we are developing products and
services that we believe will be attractive to our customers and potential customers who make that shift. While we anticipate that the industry shift to a
software-centric cloud-based architecture is likely to happen, fundamental changes like this often take time to accelerate. In addition, our customers may
adapt to such changes at varying rates. As our customers take time to determine their future network architectures, we may encounter delayed timing of
orders, deferred purchasing decisions and reduced expenditures by our customers. These longer decision cycles and reduced expenditures may negatively
impact our revenue or make it difficult for us to accurately predict our revenue, either of which could materially adversely affect our results of operations and
cause our stock price to decline.

Virtualization of our product portfolio could slow our revenue growth.

Virtualization of our product portfolio could slow our revenue growth as we move away from appliance products and increasingly focus on software-based
products. Historically, we have produced highly complex products that incorporate appliances with embedded software components. As we virtualize our
product portfolio, we expect our margins to improve due to decreased costs tied to production and sales of our appliance products, including costs related to
our reliance on third-party contract manufacturers, interruptions or delays in the supply of appliance components from such third-party sources, and existing
appliance support services. While we expect our margins to improve as a result of such reductions in cost, our revenue may decline as a result of the decreases
in sales of appliance products, many of which have generated higher revenue on a per-unit basis than certain of our software products.

The market for some of our products depends on the availability and demand for other vendors' products.

Some of our products, particularly those addressing the Unified Communications market, are designed to function with other vendors' products. In these
cases, demand for our products is dependent upon the availability, demand for, and sales of the other vendors' products, as well as the degree to which our
products successfully interoperate with the other vendors' products and add value to the solution being provided to the customer. If the other vendors change
the design of their products, delay the issuance of new releases, fail to adequately market their products, or are otherwise unsuccessful in building a market
for their products, the demand for our products will be adversely affected, which could adversely affect our business, results of operations and financial
condition.

Failure by our strategic partners or by us in integrating products provided by our strategic partners could harm our business.

Our solutions include the integration of products supplied by strategic partners, who offer complementary products and services. We rely on these strategic
partners in the timely and successful deployment of our solutions to our customers. If the products provided by these partners have defects or do not operate
as expected, if the services provided by these partners are not completed in a timely manner, if our partners have organizational or supply issues, or if we do
not effectively integrate and support products supplied by these strategic partners, then we may have difficulty with the deployment of our solutions that may
result in:

24



Table of Contents

* loss of, or delay in, revenue;
* increased service, support and warranty costs and a diversion of development resources; and
« network performance penalties.

In addition to cooperating with our strategic partners on specific customer projects, we also may compete in some areas with these same partners. If these
strategic partners fail to perform or choose not to cooperate with us on certain projects, in addition to the effects described above, we could experience:

¢ loss of customers and market share; and
» failure to attract new customers or achieve market acceptance for our products.

Our large customers have substantial negotiating leverage, and they may require that we agree to terms and conditions that may have an adverse effect on
our business.

Large communications service providers have substantial purchasing power and leverage in negotiating contractual arrangements with us. These customers
may, among other things, require us to develop additional features, require penalties for failure to deliver such features, require us to partner with a certain
reseller before purchasing our products and/or seek discounted product and/or service pricing. As we sell more products to this class of customer, we may be
required to agree to terms and conditions that are less favorable to us, which may affect the timing of revenue recognition, amount of deferred revenue or
product and service margins and may adversely affect our financial position and cash flows in certain reporting periods.

We depend upon contract manufacturers. If our contract manufacturers fail to perform, or if we change or consolidate manufacturers, we may fail to
meet the demands of our customers and damage our customer relationships, which could materially adversely affect our business.

We rely upon two large global contract manufacturers to assemble our products according to our specifications and to fulfill orders on a timely basis. Reliance
on a third-party manufacturer involves a number of risks, including a lack of control over the manufacturing process, inventory management and the potential
absence or unavailability of adequate capacity. As we do not have the internal manufacturing capabilities to meet our customers' demands, any difficulties or
failures to perform by our contract manufacturers could cause delays in customer product shipments, which could negatively affect our relationships with
customers and result in delayed revenue.

In addition, any future changes to or consolidations of our current contract manufacturers could lead to material shortages or delays in the supply of our
products. Qualifying a new contract manufacturer to commence commercial scale production or consolidating to a reduced number of contract manufacturers
are expensive and time-consuming activities and could result in a significant delay in the supply of our products, which could negatively affect our
relationships with customers and result in delayed revenue.

We and our contract manufacturers rely on single or limited sources for supply of some components of our products and if we fail to adequately predict
our manufacturing requirements or if our supply of any of these components is disrupted, we will be unable to ship our products in a timely manner, or at
all.

We and our contract manufacturers currently purchase several key components of our products, including commercial digital signal processors, from single or
limited sources. Depending upon the component, there may or may not be alternative sources of substitutes. We purchase these components on a purchase
order basis. If we overestimate our component and finished goods requirements, we could have excess inventory, which would increase our costs. If we
underestimate our requirements, we may not have an adequate supply, which could interrupt manufacturing of our products and result in delays in shipments
and revenue. Additionally, if any of our contract manufacturers underestimates our requirements, it may not have an adequate supply, which could interrupt
manufacturing of our products and result in delays in shipments and revenue. If any of our sole or limited source suppliers experiences capacity constraints,
work stoppages or other reductions or disruptions in output, it may not be able to meet, or may choose not to meet, our delivery schedules. Moreover, we have
agreed to compensate our contract manufacturers in the event of termination or cancellation of orders, discontinuance of product or excess material.

We currently do not have long-term supply contracts with our component suppliers and they are not required to supply us with components for any specified
periods, in any specified quantities or at any set price, except as may be specified in a particular purchase order. In the event of a disruption or delay in supply
or our inability to obtain components, we may not be able to develop an alternate source in a timely manner or at favorable prices, or at all. While we
regularly monitor our inventory of
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supplies, a failure to find acceptable alternative sources could hurt our ability to deliver high-quality products to our customers and negatively affect our
operating margins.

Reliance on our suppliers exposes us to potential supplier production difficulties, quality variations and unforeseen price increases. Our customers rely upon
our ability to meet committed delivery dates, and any disruption in the supply of key components would seriously adversely affect our ability to meet these
dates and could result in loss of customers, harm to our ability to attract new customers, or legal action by our customers. Defense-expedite rated orders from
the U.S. federal government, which by law receive priority, can also interrupt scheduled shipments to our other customers. Additionally, any unforeseen
increases in the prices of components could reduce our profitability or force us to increase our prices, which could result in a loss of customers or harm our
ability to attract new customers and could have a material adverse effect on our results of operations.

Our customer contracts also generally allow customers to reschedule delivery dates or cancel orders within certain time frames before shipment without
penalty and outside those times frames with a penalty. Because of these and other factors, there are risks of excess or inadequate inventory that could
negatively affect our expenses and results of operations.

If we are unable to obtain necessary licenses or on-going maintenance and support of third-party technology at acceptable prices, on acceptable terms, or
at all, it could harm our operating results or business.

We have incorporated third-party licensed technology, including open source software, into our current products. From time to time, we may be required to
license additional technology from third parties to develop new products or product enhancements. Third-party licenses and on-going maintenance and
support may not be available or continue to be available to us on commercially reasonable terms or may be available to us but only at significantly escalated
pricing. Additionally, we may not be able to replace the functionality provided by third-party software currently offered with our products if that software
becomes obsolete, defective or incompatible with future versions of our products or is not adequately maintained or updated. If we are unable to maintain or
re-license any third-party licenses required in our current products or obtain any new third-party licenses to develop new products and product enhancements,
or in the case of any defects in these third-party software products, we could be required to obtain substitute technology of lower quality or performance
standards or at greater cost, and we may be delayed or prevented from making these products or enhancements, any of which could seriously harm our sales
and the competitiveness of our products unless and until we can secure an alternative source. Such alternate sources may not provide us with the same
functionality as that currently provided to us.

The appliance products that we purchase from our third-party vendors have life cycles, and some of those products have reached the end of their life
cycles. If we are unable to correctly estimate future requirements for these products, it could harm our operating results or business.

Some of the appliance products that we purchase from our third-party vendors have reached the end of their life cycles. It may be difficult for us to maintain
appropriate levels of the discontinued appliances to adequately ensure that we do not have a shortage or surplus of inventory of these products. If we do not
correctly forecast the demand for such appliances, we could have excess inventory and may need to write off the costs related to such purchases. The write-
off of surplus inventory could materially adversely affect our operating results. However, if we underestimate our forecast and our customers place orders to
purchase more products than are available, we may not have sufficient inventory to support their needs. If we are unable to provide our customers with
enough of these products, it could make it difficult to retain certain customers, which could have a material and adverse effect on our business.

Because our larger scale products are sophisticated and designed to be deployed in complex networks around the world, they may have errors or defects
that we find only after full deployment. These defects, and any failure to establish a support infrastructure and maintain required support levels, could
seriously harm our business.

Our larger scale products are sophisticated and are designed to be deployed in large and complex networks around the world. Because of the nature of our
products, they can only be fully tested when substantially deployed in these networks. Some of our customers may discover errors or defects in the software
or appliances, or the products may not operate as expected only after full deployment. As we continue to expand our distribution channel through distributors
and resellers, we will need to rely on and support their service and support organizations. If we are unable to fix errors or other performance problems that
may be identified after full deployment of our products, we could experience:

* loss of, or delay in, revenue or increased expense;
e loss of customers and market share;

» failure to attract new customers or achieve market acceptance for our products;

26



Table of Contents

* increased service, support and warranty costs and a diversion of development resources; and/or
*  costly and time-consuming legal actions by our customers.

Our customers expect us to establish a support infrastructure and maintain demanding support standards to ensure that their networks maintain high levels of
availability and performance. To continue to support our customers with these larger scale products, our support organization will need to provide service and
support at a high level throughout the world. If we are unable to provide the expected level of support and service to our customers, we could experience:

* loss of customers and market share;

» failure to attract new customers in new markets and geographies;

* increased service, support and warranty costs and a diversion of development resources; and/or
* network performance penalties.

Any errors or defects in our products, and any failure to establish a support infrastructure and maintain required support levels, could materially adversely
affect our business and results of operations.

Disruptions to, or our failure to effectively develop, manage and maintain our government customer relationships could adversely affect our ability to
generate revenue from the sales of our products to these customers. Further, such government sales are subject to potential delays and cutbacks, may
require specific testing efforts, or impose significant compliance obligations.

A portion of our total revenue from product sales comes from contracts with U.S. federal government agencies, none of which currently contemplates long-
term purchase commitments. Disruptions to or our failure to effectively develop, manage and maintain our government customer relationships could
adversely affect our ability to generate revenue from the sales to such customers. Governments routinely investigate and audit government contractors’
administrative processes, and any unfavorable audit could result in the government refusing to continue buying our products and services, a reduction of
revenue or fines or civil or criminal liability if the audit uncovers improper or illegal activities, which could materially adversely impact our operating results.

Furthermore, a majority of our government sales involve products that have or will soon reach the end of their life cycles, and such government sales for these
older products have declined substantially in recent periods. Sales of our newer products to governmental agencies for broad deployment may not develop
quickly, if at all, or be sufficient to offset future declines in sales of these legacy products. Additionally, spending by government customers fluctuates based
on budget allocations and the timely passage of the annual federal budget.

Among the factors that could impact federal government spending and which would reduce our federal government contracting and subcontracting business
are a significant decline in, or reapportioning of, spending by the federal government, changes as a result of the current presidential administration, changes,
delays or cancellations of federal government programs or requirements, the adoption of new laws or regulations that affect companies that provide services
to the federal government, federal government shutdowns or other delays in the government appropriations process, changes in the political climate, including
with regard to the funding for products we provide, delays in the payment of our invoices by government payment offices, and general economic conditions.
The loss or significant curtailment of any government contracts or subcontracts, whether due to our performance or due to interruptions or changes in
governmental funding for such contracts or subcontracts, could have a material adverse effect on our business, results of operations and financial condition.

Further, sales to government customers may require specific testing efforts or impose significant compliance or certification obligations. For example, the
Department of Defense ("DOD") has issued specific requirements for IP networking products for features and interoperability. In order for a vendor's product
to be used to connect to the DOD network, that product must pass a series of significant tests and be certified by the Joint Interoperability Test Command
(“JITC”). Certain of our products are already certified by JITC. However, if we are unable to obtain JITC certification as needed, our DOD sales, and hence
our revenue and results of operations, may suffer.

If we fail to realize the anticipated benefits from any recent acquisitions, such as our acquisition of Edgewater Networks, Inc. ("Edgewater") in August
2018 (the "Edgewater Acquisition") and Anova Data, Inc. (“Anova”) in February 2019 (the “Anova Acquisition”), on a timely basis, or at all, our
business and financial condition may be adversely affected.

We may fail to realize the anticipated benefits from any recent acquisitions, including the Edgewater Acquisition and the Anova Acquisition, on a timely

basis, or at all, for a variety of reasons, including but not limited to the following:
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+  problems or delays in assimilating or transitioning to us the acquired assets, operations, systems, processes, controls, technologies, products or
personnel;

* loss of acquired customer accounts;

» unanticipated costs associated with the acquisitions;

» failure to identify in the due diligence process or assess the magnitude of certain liabilities we assumed in the acquisitions, which could result in
unexpected litigation or regulatory exposure, unfavorable accounting treatment, unexpected increases in taxes due, significant issues with product
quality or development or other adverse effects on our business or results of operations;

« multiple or overlapping product lines as a result of the acquisitions that are offered, priced and supported differently, which could cause customer
confusion and delays;

* higher than anticipated costs in continuing support and development of acquired products and services;

* diversion of management’s attention from our core business and the challenges of managing larger and more widespread operations from the
acquisitions;

* adverse effects on existing business relationships of any of the acquired businesses with their respective suppliers, licensors, contract manufacturers,
customers, distributors, resellers and industry experts;

« significant impairment, exit and/or restructuring charges if the products or technologies acquired in the acquisitions do not meet our sales
expectations or are unsuccessful;

» insufficient revenue to offset increased expenses associated with the acquisitions;

»  risks associated with entering markets in which we have no or limited prior experience;

»  potential loss of the employees we acquired in the acquisitions or our own employees; and/or

« failure to properly integrate internal controls and financial systems of the combined companies.

If we are unable to successfully manage these issues, the anticipated benefits and efficiencies of our recent acquisitions may not be realized fully or at all, or
may take longer to realize than expected, and our ability to compete and our results of operations may be adversely affected.

Any future investments, mergers or acquisitions we make or enter into, as applicable, could be difficult to integrate, disrupt our business, dilute
shareholder value and seriously harm our financial condition.

Other than with respect to the ECI Merger, we are not currently a party to any material pending merger or acquisition agreements. However, we may merge
with or acquire additional businesses, products or technologies in the future. No assurance can be given that any future merger or acquisition will be
successful or will not materially adversely affect our business, operating results or financial condition. We continue to review opportunities to merge with or
acquire other businesses or technologies that would add to our existing product line, complement and enhance our current products, expand the breadth of our
product and service offerings, enhance our technical capabilities or otherwise offer growth opportunities. If we enter into a merger or make acquisitions in the
future, we could, among other things:

»  issue stock that would dilute existing stockholders' percentage ownership;

¢ incur debt or assume liabilities;

+ significantly reduce our cash;

*  incur significant impairment charges related to the write-off of goodwill and intangible assets;

» incur significant amortization expenses related to intangible assets; and/or

* incur large and immediate write-offs for in-process research and development and stock-based compensation.

Mergers and acquisitions are inherently risky and subject to many factors outside of our control. Therefore, we cannot be certain that we would be successful
in overcoming problems in connection with our past or future acquisitions. Our inability to do so could significantly harm our business, revenue, and results
of operations.

Failure to hire and retain key personnel, or the loss of any of our executive officers, could negatively impact our ability to meet our business objectives
and impair our future growth.

Our business depends upon highly skilled technical, managerial, engineering, sales, marketing and customer support personnel. Competition for these
personnel is intense, especially during times of economic recovery or growth. Any failure to hire, assimilate in a timely manner and retain key qualified
personnel, particularly engineering and sales personnel, could impair our growth and make it difficult to meet key objectives, such as timely and effective
product introductions. The challenge of retaining key employees could be increasingly difficult due to strong industry competition. In addition, our ability to
attract and retain key employees could be adversely impacted if we do not have a sufficient number of shares available under the Amended and Restated
Stock Incentive Plan to issue to our employees, or if our stockholders do not approve requested share
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increases or a new equity incentive plan. We may not be able to locate suitable employees for any key employee who leaves or offer employment to potential
replacements on reasonable terms.

Our future success also depends upon the continued services of our executive officers who have critical industry experience and relationships that we rely on
to implement our business plan. None of our officers or key employees is bound by an employment agreement for any specific term. The loss of the services
of any of our executive officers or key employees could delay the development and introduction of, and negatively impact our ability to sell, our products and
achieve our business objectives.

The terms of our credit agreement could adversely dffect our operating flexibility and pose risks of default or springing maturity, which would negatively
impact our liquidity and operations.

The terms of our credit agreement could adversely affect our operating flexibility and pose risks of default or springing maturity, which would negatively
impact our liquidity and operations. In addition, we may not be able to refinance our debt or obtain additional financing on favorable terms, or at all.

Our credit facility with Silicon Valley Bank includes $100 million of commitments, the full amount of which is available for revolving loans plus a $50
million term loan, a $15 million sublimit that is available for letters of credit and a $15 million sublimit that is available for swingline loans. The senior
secured credit facility is scheduled to mature in April 2024. The credit agreement includes procedures for additional financial institutions to become lenders,
or for any existing lender to increase its commitment under the facility, subject to an available increase of $75 million for all incremental commitments under
the credit agreement, without amendment. Provisions in the credit agreement impose limitations on our ability to, among other things, incur additional
indebtedness, create liens, make acquisitions or engage in mergers, enter into transactions with affiliates, dispose of assets, make certain investments and
amend or repay certain junior debt.

In addition, we are required to meet certain financial covenants customary for financings of this type. Our failure to comply with these covenants may result
in the declaration of an event of default, which could cause us to be unable to borrow under the credit facility or result in the acceleration of the maturity of

indebtedness outstanding under the credit facility at such time. If the maturity of our indebtedness is accelerated, we may not have sufficient funds available
for repayment or we may not have the ability to borrow or obtain sufficient funds to replace the accelerated indebtedness on terms acceptable to us, or at all.

The United Kingdom's Financial Conduct Authority, which regulates the London Inter-bank Offered Rate ("LIBOR"), has announced that it intends to stop
encouraging or requiring banks to submit LIBOR rates after 2021, and it is unclear if LIBOR will cease to exist or if new methods of calculating LIBOR will
evolve. We have the option under our current credit facility and expect to have the option under our new credit facility to determine our interest rate that
includes either the LIBOR rate or the base rate. If LIBOR ceases to exist or the methods of calculating LIBOR change from their current form, we may no
longer have the ability to elect the LIBOR rate option under our current credit facility, and our current or future indebtedness may be adversely affected. This
could impact our interest costs and our ability to borrow additional funds under our current credit facility or our new credit facility.

We had $56.8 million of borrowings outstanding at a weighted average interest rate of 3.30% under the credit facility as of December 31, 2019. In addition,
we had $5.4 million of letters of credit outstanding at an interest rate of 1.50% under the credit facility as of December 31, 2019. If we are prevented from
borrowing or if we are unable to extend, renew or replace the credit facility by the maturity date of April 2024, on favorable terms, or at all, this could have a
material adverse effect on our liquidity and cause our business, operations and financial condition to suffer. If the credit facility is subjected to the early
springing maturity, we may not have sufficient funds available for repayment or we may not have the ability to borrow or obtain sufficient funds to replace
the indebtedness on terms acceptable to us, or at all.

We intend to fund the cash consideration relating to the proposed ECI Merger with proceeds received from a new credit facility that we expect to enter into
with Citizens Bank, N.A. and Santander Bank, N.A., as joint arrangers and bookrunners, in connection with the closing of the ECI Merger (the "2020 Credit
Facility"). Such cash consideration is expected to be financed through cash on hand and committed debt financing consisting of the new $400 million term
loan facility portion of the 2020 Credit Facility. The 2020 Credit Facility is expected to retire our existing credit facility.

In addition, we cannot be sure that our current cash and available borrowings under our existing credit facility or our 2020 Credit Facility, as applicable, will
be sufficient to meet our future needs. If we are unable to generate sufficient cash flows in the future, and if availability under our current facility is not

sufficient to support our operations, we may need to refinance our
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debt or obtain additional financing. We may not be able to refinance our debt or obtain additional financing on favorable terms or at all.
Litigation and government investigations could result in significant legal expenses and settlement payments, fines or damage awards.

From time to time, we are subject to litigation regarding intellectual property rights or other claims. We have also been named as a defendant in securities
class action and stockholder derivative lawsuits. We are generally obliged, to the extent permitted by law, to indemnify our current and former directors and
officers who are named as defendants in these lawsuits. Defending against litigation may require significant attention and resources of management.
Regardless of the outcome, such litigation could result in significant legal expenses. At this time, it is not possible to predict the outcome of the ongoing
lawsuits, including whether or not any proceedings will continue, and when or how these matters will be resolved or whether we will ultimately receive, and
in what sum, amounts previously awarded as a result of these proceedings. Regardless of whether we are ultimately successful in these lawsuits, we will
likely elect to continue to incur substantial legal fees in connection with these matters.

We have also been subject to employment claims in connection with employee terminations and may be subject to additional claims in the future. In addition,
companies in our industry whose employees accept positions with us may claim that we have engaged in unfair hiring practices. These claims may result in
material litigation. We could incur substantial costs defending ourselves or our employees against these claims, regardless of their merits. Further, defending
ourselves from these types of claims could divert our management's attention from our operations. The quantity and cost of employment claims may rise as a
result of our increasing international expansion and the proposed ECI Merger.

In addition, we are from time to time subject to investigations by the government. For example, we fully cooperated with an SEC inquiry regarding the
development and issuance of Sonus' first quarter 2015 revenue and earnings guidance. We reached an agreement with the SEC in principle to resolve this
matter and on August 7, 2018, the SEC's Division of Enforcement issued a Cease and Desist Order (the "Order"). As part of the Order, the findings of which
we neither admitted nor denied, we agreed to pay a $1.9 million civil penalty and agreed not to violate the securities laws in the future. There is no assurance
that we will not be subject to similar investigations by the SEC or other government agencies in the future.

If the defenses we claim in our material litigation matters are ultimately unsuccessful, or if we are unable to achieve a favorable settlement with an adverse
party or a government agency, we could be liable for large settlement payments, damage awards or fines that could have a material adverse effect on our
business and results of operations.

A breach of the security of our information systems or those of our third-party providers could adversely affect our operating results.

We rely upon our information systems and, in certain circumstances, those of our third-party providers, such as vendors, consultants and contract
manufacturers, to protect our sensitive or proprietary information and information of or about our customers, to develop and provide our products and
services to customers, and to otherwise operate our business. Our information systems and those of our third-party providers are vulnerable to threats such as
computer hacking, cyber-terrorism or other unauthorized activity that may result in third party access to or modification, corruption or deletion of our or our
customers' sensitive or proprietary information or other disruptions to our business. Such cyberattacks and other cyber incidents are occurring more
frequently, are constantly evolving, are becoming more sophisticated and can take many forms. While we believe that we leverage best-in-class detection and
prevention systems and services and that we focus on continuous improvement based upon the latest attack vectors in the industry, we cannot guarantee that
there will never be any information technology system failures, including a breach of our or our third-party providers' data security measures through a
cyberattack, other cyber incident or otherwise, or the theft or loss of laptops, other mobile devices or electronic records used to back up our systems or our
third-party providers' systems, which could result in a disclosure of customer, employee, or our information or otherwise disrupt our ability to function in the
normal course of business by potentially causing, among other things, delays in the fulfillment or cancellation of customer orders or disruptions in the
manufacture or shipment of products or delivery of services, any of which could have a material adverse effect on our operating results.

Additionally, the compromise of our information systems or the information systems of our third party providers and our customers could be compromised,
which could lead to unauthorized tampering with our products. Unauthorized tampering may result in, among other things, the disruption of our customers'
businesses, errors or defects occurring in the software due to such unauthorized tampering, and our products not operating as expected after such unauthorized
tampering. These types of security breaches could also create exposure to lawsuits, regulatory investigations, and increased legal liability. As a provider of
secure RTC solutions, the reputational harm of any actual or perceived breach, compromise, defect or error relating to the
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security of our information systems and the products and services we provide may result in substantial harm to our reputation, even if the legal or regulatory
impact is minimal. In addition, the costs to remediate any cyberattack could be significant. Such consequences could be exacerbated if we or our third-party
providers are unable to adequately recover critical systems in a timely manner following a systems failure. Our insurance coverage may be insufficient to
cover all losses related to cyberattacks.

Risks associated with data privacy issues, including evolving laws, regulations and associated compliance efforts, may adversely impact our business and
financial results.

Legislation in various countries around the world with regard to cybersecurity, privacy and data protection is rapidly expanding and creating a complex
compliance environment. We are subject to many privacy and data protection laws and regulations in the U.S. and around the world, some of which place
restrictions on our ability to process personal data across our business. In particular, the General Data Protection Regulation (the “GDPR”), which became
effective in May 2018, has caused more stringent data protection requirements in the European Union. The GDPR imposes onerous accountability obligations
requiring data controllers and processors to maintain a record of their data processing and implement policies as part of its mandated privacy governance
framework. It also requires data controllers to be transparent and disclose to data subjects how their personal information is to be used; imposes limitations on
retention of personal data; introduces mandatory data breach notification requirements; and sets higher standards for data controllers to demonstrate that they
have obtained valid consent for certain data processing activities. We are subject to the supervision of local data protection authorities in those E.U.
jurisdictions where we are established or otherwise subject to the GDPR. Certain breaches of the GDPR requirements could result in substantial fines, which
can be up to four percent of worldwide revenue or 20 million Euros, whichever is greater. In addition to the foregoing, a breach of the GDPR could result in
regulatory investigations, reputational damage, orders to cease/change our use of data, enforcement notices, as well potential civil claims including class
action type litigation where individuals suffered harm. Similarly, California has enacted the California Consumer Privacy Act, or CCPA, which took effect on
January 1, 2020. The CCPA creates individual privacy rights for California consumers and increases the privacy and security obligations of entities handling
certain personal data. The CCPA provides for civil penalties for violations, as well as a private right of action for data breaches that is expected to increase
data breach litigation. The CCPA may increase our compliance costs and potential liability. Many similar laws have been proposed at the federal level and in
other states. Any liability from our failure to comply with the requirements of these laws could adversely affect our financial condition.

We have invested, and continue to invest, human and technology resources in our GDPR compliance efforts and our data privacy compliance efforts in
general. These compliance efforts may be time-intensive and costly. Despite those efforts, there is a risk that we may be subject to fines and penalties,
litigation and reputational harm if we fail to protect the privacy of third party data or comply with the GDPR or other applicable regimes.

Worldwide efforts to contain capital spending and global economic conditions and uncertainties in the geopolitical environment have been and may
continue to be materially adverse to our business.

One factor that significantly affects our operating results is the impact of economic conditions on the willingness of our current and potential customers to
make capital investments. Given the general uncertainty regarding global economic conditions and uncertainties in the geopolitical environment, we believe
that customers have tried to maintain or improve profitability through cost control and constrained capital spending, which places additional pressure on IT
departments to demonstrate acceptable return on investment. Some of our customers have canceled or delayed, and current and prospective customers may
continue to cancel and delay, spending on the development or roll-out of capital and technology projects with us due to economic uncertainty and,
consequently, our results of operations have been, and may continue to be, adversely affected. In addition, current uncertain worldwide economic and political
environments make it increasingly difficult for us, our customers and our suppliers to accurately forecast future product demand, which could result in an
inability to satisfy demand for our products and a loss of market share. Our revenue is likely to decline in such circumstances, which may result in erosion of
our profit margins and significant losses.

Moreover, economic conditions worldwide may contribute to slowdowns in the communications and networking industries, as well as to specific segments
and markets in which we operate, particularly the wireline sector, resulting in, among other things:

*  reduced demand for our products and services as a result of our customers choosing to refrain from building capital intensive networks;

» increased price competition for our products, not only from our competitors, but also as a consequence of customers disposing of unutilized
products;

«  risk of excess and obsolete inventories;

»  excess facilities and manufacturing capacity; and/or
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*  higher overhead costs as a percentage of revenue and higher interest expense.

Continuing turmoil in the geopolitical environment in many parts of the world, as well as changes implemented by the current U.S. presidential
administration, may continue to put pressure on global economic conditions which, in turn, could materially adversely affect our operating results.

If there is increased spending by service providers to invest in the rollout of 5G networks and services, such investment could negatively impact decisions
by service providers to invest in markets in which Ribbon offers its products and solutions.

As service providers continue to invest in 5G networks and services, such increased expenditures in the 5G networks and services could negatively impact
their investment on other non-5G related offerings and services in which Ribbon participates. Accordingly, our operating results could suffer.

Man-made problems, such as terrorism, and natural catastrophic events may disrupt our operations and harm our operating results.

The continued threat of terrorism and heightened security and military action in response to this threat, or any future acts of terrorism, may cause disruptions
to the economies of the United States and other countries. Events such as work stoppages or widespread blackouts could have similar negative impacts. Such
disruptions or uncertainties could result in delays or cancellations of customer orders or the manufacture or shipment of our products and have a material
adverse effect on our business and results of operations.

Natural catastrophic events, such as earthquakes, fires, floods, tornadoes, or pandemics (such as the coronavirus outbreak) may also affect our or our
customers' operations. For example, we have offices located in the San Jose area of Northern California; Mexico City, Mexico; and Tokyo, Japan, regions
known for seismic activity. A significant natural disaster, such as wildfires, earthquakes or floods, could have a material adverse effect on our business in
these locations.

If we fail to maintain appropriate internal controls in the future, we may not be able to report our financial results accurately, which may adversely affect
our stock price and our business.

Section 404 of the Sarbanes-Oxley Act of 2002 and the related regulations require our management to report on, and our independent registered public
accounting firm to attest to, the effectiveness of our internal control over financial reporting. We have committed and will be required to continue to commit
significant financial and managerial resources in order to comply with these requirements.

Further, we are required to integrate Edgewater, Anova and other acquired businesses into our system of disclosure controls and procedures and internal
control over financial reporting. As may be the case with other companies we acquire, prior to the Edgewater and Anova Acquisitions, neither Edgewater nor
Anova was required to implement or maintain the disclosure controls and procedures or internal control over financial reporting that are required of public
companies. We cannot provide assurance as to the effectiveness of those integrations.

Internal control over financial reporting has inherent limitations, including human error, the possibility that controls could be circumvented or become
inadequate because of changed conditions, and fraud. If we are unable to maintain effective internal controls, we may not have adequate, accurate or timely
financial information, and we may be unable to meet our reporting obligations as a publicly traded company or comply with the requirements of the SEC or
the Sarbanes-Oxley Act of 2002. This could result in a restatement of our financial statements, the imposition of sanctions, or investigation by regulatory
authorities, and could cause investors to lose confidence in our reported financial information. Any such consequence or other negative effect of our inability
to meet our reporting requirements or comply with legal and regulatory requirements, as well as any disclosure of an accounting, reporting or control issue,
could adversely affect the trading price of our common stock and our business.

Changes to existing accounting pronouncements or taxation rules or practices may cause adverse fluctuations in our reported results of operations or
affect how we conduct our business.

A change in accounting pronouncements or taxation rules or practices can have a significant effect on our reported results and may affect our reporting of
transactions completed before the change is effective. New accounting pronouncements, taxation rules and varying interpretations of accounting
pronouncements or taxation rules have occurred in the past and may occur in the future. For example, we were required to adopt the new revenue recognition
standard in 2018 and have adopted the new lease accounting standard effective January 1, 2019. Any change to existing or any adoption of new accounting
pronouncements or
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taxation rules, or the need for us to modify a current tax position may adversely affect our reported financial results or the way we conduct our business.
If our goodwill or intangible assets become impaired, we may be required to record a significant charge to earnings.

Under generally accepted accounting principles, we review our intangible assets for impairment when events or changes in circumstances indicate the
carrying value may not be recoverable. Our intangible assets increased by approximately $11 million as a result of the Anova Acquisition in 2019, by
approximately $57 million in 2018 as a result of the Edgewater Acquisition and by approximately $237 million in 2017 as a result of the Merger. Goodwill,
which increased by approximately $6 million as a result of the Anova Acquisition in 2019, by approximately $48 million in 2018 as a result of the Edgewater
Acquisition and by approximately $286 million in 2017 as a result of the Merger, is tested for impairment at least annually. Based on the results of our 2019
annual impairment test, we determined that our carrying value exceeded our fair value and accordingly, we record